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EDUCATION 
Since 2012: Doctoral Studies in Informatics, Vienna University of Technology 

Since 2011: IEEE Certified Biometrics Professional, IEEE 

2010: Master of Didactic for Informatics, Vienna University of Technology 

2009: Master of Medical Informatics, Vienna University of Technology 

PROFESSIONAL EXPERIENCE 
Since 2014: Senior Researcher and Lecturer, St. Pölten University of Applied Sciences 

2012-2014: Researcher and Lecturer, St. Pölten University of Applied Sciences 

2009-2011: Junior Researcher and Lecturer, St. Pölten University of Applied Sciences 

CORE COMPETENCIES 
Computer Vision, Pattern Recognition, Data Mining, Machine Learning, Artificial Intelligence, Big 

Data, Biometrics, Access Control, Forensics, Critical Infrastructure Protection, Modeling and 

Simulation 

RESEARCH PROJECTS 
 FaceMOC 

As part of the research project Face-MOC a practical matching on-chip solution for biometric 

face recognition has been explored for smartcards. Well-known face recognition algorithms 

have been analyzed according to their suitability and optimized for their application on 

smartcards. 

 CAIS (Cyber Attack Information System) 

During the CAIS Project - the Institute of IT Security Research is developing a system to 

analyse, model and simulate strategic ICT infrastructures for the rapid identification of 

danger points and the development of countermeasures.  

 Smartphone Security  
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The Smartphone Security project deals with new methods for biometric user authentication, 

internal cryptographic access protection and malware protection for smartphones, tablets 

and BYOD. 

 Facebook Watchdog 

Social networks expose young people to new threats and perils such as cyberbullying/stalking 

or online grooming. The Facebook Watchdog project investigate data mining methods to 

automatically detect such attacks.  

TEACHING EXPERIENCE 
Bachelor Programme IT Security: 

 Grundzüge der diskreten Mathematik (Discrete Mathematics) 

 Methoden wissenschaftlichen Arbeitens (Research Methods) 

 Identifikation und Authentifikation (Identification and Authentication)  

Master Programme Information Security 

 Biometrics 

 Mustererkennung (Pattern Recognition) 

Master Programme Digital Health Care 

 Einführung in Digital Healthcare (Introduction to Digital Healthcare) 

LANGUAGES 
German, English, French  

INTERNATIONAL RESEARCH AND TEACHING EXPERIENCE 
2012: Lecturer at IWOSI (Information Warface, Cyber Warfare and Open Source Intelligence) Intensive 

Program in Izmir, Turkey. 

2015: Research and Teaching Exchange Penn State Altoona, USA. 
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